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MEMORANDUM FOR SEE DISTRIBUTION 
 
SUBJECT: Update to the Department of the Army Strategy for the Implementation of 
the Risk Management Framework (RMF) for Department of Defense Information 
Technology (IT) 
 
 
1.  References:   
 

a.  Department of the Army Strategy for the Implementation of the Risk Management 
Framework (RMF) for Department of Defense Information Technology (IT), 12 February 
2015. 

 
b.  Information Paper, Department of Defense (DoD) Chief Information Officer, 

19 September 2014, subject: Revised Timeline for Transition from DoD Information 
Assurance Certification and Accreditation Process to the Risk Management Framework. 
 
2.  The Army’s RMF implementation strategy directed completion of the transition from 
DIACAP to RMF no later than May 2015.  DIACAP activities were authorized to 
continue if the validation, the evaluation risk recommendation and the scorecard were 
completed no later than 29 May 2015.  However, DAA authorization had to be signed 
prior to 15 October 2015 with an Accreditation Termination Date (ATD) no later than the 
timelines captured in the DoD information paper that identifies revised ATDs.  
 
3.  Army lessons learned from capabilities moving to RMF resulted in a review of the 
transition date and the ATD expiration requirements.  Funding associated with 
additional validations during a specific fiscal year and implementation of the additional 
RMF controls had not been sufficiently budgeted for in the Program Objective 
Memorandum cycle to meet the transition date of May 2015, or to perform 
reaccreditation in less than three years.  
 
4.  Effective immediately, all new requests for capability authorization and those 
capabilities with expired DIACAP authorizations will obtain their approvals for operation 
through the RMF process.  DIACAP certification and accreditation packages will not be 
processed after 31 March 2016.   
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5.  DIACAP Authority to Operate authorizations will not exceed three years, and will 
expire no later than the end of FY18.  Existing interim authorities to operate (IATO) that 
do not require re-validation may continue DIACAP into calendar year 2016; however, 
DIACAP IATOs may be authorized for no longer than six months, with one six-month 
extension if necessary.   
 
6.  Requests for an exception from the requirement to move to RMF by 1 April 2016, 
with justification, must be submitted through the Army Security Control Assessor to the 
Cybersecurity Directorate for adjudication. 
 
7.  The points of contact for this matter are: Ms. Sally Dixon, sally.a.dixon6.civ@mail.mil 
or (703) 545-1684; and Ms. Rachel Vega, rachel.f.vega.civ@mail.mil or (703) 545-1654.  
 
 
 

 
ROBERT S. FERRELL 
Lieutenant General, GS 
Chief Information Officer/G-6 

 
DISTRIBUTION: 
Principal Officials of Headquarters, Department of the Army 
Commander 
  U.S. Army Forces Command 
  U.S. Army Training and Doctrine Command 
  U.S. Army Materiel Command 
  U.S. Army Pacific 
  U.S. Army Europe 
  U.S. Army Central 
  U.S. Army North 
  U.S. Army South 
  U.S. Army Africa/Southern European Task Force 
  Military Surface Deployment and Distribution Command 
  U.S. Army Special Operations Command 
  U.S. Army Space and Missile Defense Command/Army Strategic Command 
  U.S. Army Cyber Command 
  Eighth U.S. Army 
  U.S. Army Medical Command 
  U.S. Army Intelligence and Security Command 
  U.S. Army Criminal Investigation Command 
  (CONT) 
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DISTRIBUTION: (CONT) 
  U.S. Army Corps of Engineers 
  U.S. Army Military District of Washington 
  U.S. Army Test and Evaluation Command 
  U.S. Army Reserve Command 
  U.S. Army Installation Management Command 
Superintendent, United States Military Academy 
Director, U.S. Army Acquisition Support Center 
Commander, Second Army 
 
CF: 
Director, Army National Guard 
Director of Business Transformation 
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